Account Security

- The LTS Security team handles incidents relating to phishing, ransomware, account compromises, and cyber security related issues using specialized tools and network log analysis.
- The Security team may contact users directly with issues, or refer your Computing Consultant to assist with issues they may detect.
- The team also manages access exceptions to the campus network firewall to limit incoming traffic and performs periodic network security checks of systems.
- For information on prevention and preparedness, see AntiVirus, Malware and Phishing
- The LTS Privacy Policy defines how information is used.